AMMP Technologies B.V.
Papaverweg 34,

1032KJ,Amsterdam,

‘ ' . ' ‘ A M M P TheNetherlands

VAT:NL859345105B01

AMMP TERMS OF SERVICE

Date:2 February 2026

These Termsof Service (the “Terms”) apply toall proposals, Quotations, Orders, agreements and
services provided by AMMP Technologies B.V.,a company established in Amsterdam, the
Netherlands and registered with the Dutch Chamber of Commerce under registration number
73076872, hereafter referred to as “Provider”.

1. SAAS SERVICES AND SUPPORT

1.1. This Agreement, is between Provider and the client company, hereafter referred to as
“Customer”. Provider and Customer are jointly referred to as “Parties”.

1.2. To use the Services, upon the conclusion of the Agreement, the Customer will be
provided with primary account and login information (username and password) to
access the Service. The Customer can create accounts for additional users (“End
Users”), to use Services under Customer’s supervision.

1.3. Customer is responsible for compliance with these Terms by all End Users. Customer is
responsible for how End Users use Customer Data, even if those End Users are not part of
Customer’s organization or domain.

1.4. Customer must require that all End Users keep their user IDs and passwords for the
Services strictly confidential and do not share such information with any unauthorized
person. User IDs are granted to individual, named persons and may not be shared.
Customer is responsible for any and all actions taken using End User Accounts and
passwords, and agrees to immediately notify Provider of any unauthorized use of which
Customer becomes aware.

1.5. Subject to the terms of this Agreement, Provider will use commercially reasonable
efforts to provide Customer the Services. Unless Parties conclude a separate service
level agreement (SLA), Provider does not give any guarantees regarding to availability of
the Service (see Article 7). In case of a conflict between a provision in the SLA and these
Terms, the provision in the SLA shall prevail. Customer support requests can be raised
through the AMMP Support Portal.

2. RESTRICTIONS AND RESPONSIBILITIES
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2.1. Except as otherwise expressly permitted in these Terms, Customer will not: (a)

reproduce, modify, adapt or create derivative works of the Services or any software,

documentationordatarelatedtothe Services (“Software”); (b) rent,lease, distribute, sell,
sublicense, transfer or provide access to the Services to a third party; (c) use the Services
for the benefit of any third party; (d) incorporate any Services or any Software into a
product or service Customer provides to a third party; (e) interfere with or otherwise
circumvent mechanisms in the Services intended to limit Customer’s use; (f) reverse
engineer, disassemble, decompile, translate or otherwise seek to obtain or derive the
source code,underlyingideas, algorithms, file formats or non-public APIsto any Services
or any Software, except to the extent expressly permitted by applicable law (and then
only upon advance notice to Provider); (g) remove or obscure any proprietary or other
notices contained in any Services; (h) use the Services or Software for competitive
analysis or to build competitive products; (i) publicly disseminate information regarding
the performance of the Services or Software; or (j) encourage or assist any third party to
do any of the foregoing.

2.2. With respect to any Software that is distributed or provided to Customer for use on
Customer premises or devices, Provider hereby grants Customer a non-exclusive, non-
transferable, non-sublicensable license to use such Software during the Term only in
connection with the Services.

2.3. Customer represents, covenants,and warrants that Customer will use the Servicesonly in
compliance with Provider’s standard published policies then in effect (the “Policies”) and
all applicable laws and regulations.

2.4. Each Party shall indemnify, defend and hold harmless the other Party against all losses,
damages, claims, liabilities, costs or expenses which the other Party may suffer or incur
by reason of any claim for or in respect of any third-party liabilities and damages, arising
out of the indemnifying Party’s default under this Agreement, except to the extent that
the Party seeking to be indemnified is at fault or is negligent, or where a Party’s default
is excused in terms of a Force Majeure Event,

2.5. Although Provider has no obligation to monitor Customer’s use of the Services,
Provider may do so and may prohibit any use of the Services it believes may be (or
alleged to be) in violation of the foregoing.

2.6. Customer shall be responsible for obtaining and maintaining any equipment and
ancillary services needed to connect to, access or otherwise use the Services, including,
without limitation, modems, hardware, servers, software, operating systems,
networking, web servers and the like (collectively, “Equipment”).

2.7. Customer shall also be responsible for maintaining the security of the Equipment,
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3.

4.

Customer account, passwords (including but not limited to administrative and End User
passwords) and files, and for all uses of Customer account or the Equipment with or

without Customer’s knowledge or consent.

CONFIDENTIALITY
3.1. Each party (the “Receiving Party”) understands that the other party (the “Disclosing

Party”) has disclosed or may disclose business, technical or financial information

relating to the Disclosing Party’s business (hereinafter referred to as “Proprietary

Information” of the Disclosing Party). Proprietary Information of Provider includes

non-public information regarding features, functionality and performance of the

Service. Proprietary Information of Customer includes non-public data provided by

Customer to Provider to enable the provision of the Services including non-public

information of its clients (“Customer Data”).

3.2. TheReceivingPartyagrees:

i. totakereasonable precautionsto protect such Proprietary Information,and

i not to use (except in performance of the Services or as otherwise permitted
herein) or divulge to any third person any such Proprietary Information. The
Disclosing Party agrees that the foregoing shall not apply to any information
that the Receiving Party can document (a) is or becomes generally available to the
public, or (b) was inits possession or known by it prior to receipt from the Disclosing
Party, or (c) wasrightfully disclosed to it without restriction by a third party, or (d)
was independently developed without use of any Proprietary Information of

the Disclosing Party or (e) is required to be disclosed by law.

DATA PROTECTION AND SECURITY

4.1. Customer shall own all right, title and interest in and to the Customer Data. Provider
receives alimited license to use this Customer Data for the Services, including for future
aspects thereof. Customer can cancel this license by terminating the Agreement and
requesting the removal of all data.

4.2. Provider shall own and retain all right, title and interest in and to (a) the Services and
Software, all improvements, enhancements or modifications thereto, (b) any software,
applications, inventions or other technology developed in connection with
Implementation Services or support, and (c) all Intellectual Property Rights related to
any of the foregoing.

4.3. Notwithstanding anything to the contrary, Provider shall have the right to collect and

analyze data and other information relating to the provision, use and performance of
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4.4,

4.5.

4.6.

4.7.

4.8.

various aspects of the Services and related systems and technologies (including,

without limitation, information concerning Customer’s and End Users' use of the

Services and otherwise in connection with these Terms, as well as information

concerning Customer Data and data derived therefrom), and Provider will be free

(during and after the term hereof) to

i. use such information and data to improve and enhance the Services and for
other development, diagnostic and corrective purposes in connection with the
Services and other Provider offerings, and

i, disclose such data solely in aggregate or other de-identified form in connection
with its business provided it is not in breach of its confidentiality obligations
towards the Customer clause 3.2 or any applicable data protection or data
privacy laws. No rights or licenses are granted except as expressly set forth

herein.

Provider shall process Customer Data (including any Personal Data comprised therein)

solely to provide, maintain, support and secure the Services for Customer in accordance

with this Agreement and Customer’s documented instructions, and for no other

purpose. Provider shall not (and shall ensure its personnel and sub-processors (if any)

do not)

i. use Customer Data to develop, train, improve or enhance any Provider
product or service,

ii. benchmark, profile, monetise, market, or otherwise commercially exploit
Customer Data, or

iii. disclose Customer Data to any third party, except as expressly permitted
under this Agreement or required by applicable law.

In the event where the Provider makes use of a sub-processor/s, the Provider shall

share a list of sub-processors with the Customer.

The Customer shall have the right to reasonably object to any of the sub-processors on

the list. Should such objection not be addressed by the Provider, the Customer shall

have theright to terminate this Agreement.

Should the Provider intend to use a new sub-processer during the duration of this

Agreement, the Provider shall provide at least 30 (thirty) day advance notice to the

Customer with sufficient details of such new sub-processor/s. In this regard, the

Customer shall retain its termination right in terms of clause 4.6, should a reasonable

objection not be addressed.

Notwithstanding the foregoing, Provider may use data relating to the provision, use, or
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performance of the Services only if and to the extent such data has been anonymised
such that it does not constitute Personal Data under the GDPR.

4.9. Provider shall not attempt to re-identify anonymised data, nor combine it with other
datasets in a manner that could reasonably result in identification of a data subject,
Customer, Customer’s clients, sites, End Users, or assets.

4.10. Any use of Customer Data beyond the permitted purpose above (including any
use for Provider’s product improvement, analytics, benchmarking, or disclosure in
“aggregate” or “de-identified” form that is not GDPR-anonymised) requires Customer’s
prior written consent, which may be withheld in Customer’s sole discretion.

4.11. Customer warrants to Provider that it has the legal right to disclose all Personal
Data that it does in fact disclose to the Provider under or in connection with this
Agreement, and that the processing of that Personal Data by the Provider for the
permitted purpose in accordance with this Agreement will not breach any applicable
data protection or data privacy laws.

412, To the extent that Provider processes Personal Data disclosed by the Customer,
the Provider warrants that:

i. Provider will act only on written instructions from the Customer in relation
to the processingof that Personal Data;

i Provider has in place appropriate security measures (both technical and
organizational) against unlawful or unauthorized processing of that Personal
Data and against loss or corruption of that Personal Data; and

iii. Provider will not transfer or permit the transfer of that Personal Data without
the priorwritten consent of the Customer.

4.13. Nothing in these Terms prevents Provider from disclosing Customer Data to the
extent required by law, subpoenas or court orders; Provider will use commercially
reasonable efforts to notify Customer where permitted to do so. Provider strives to
balance Customer’s privacy rights with other legal requirements.

4.14. Itsis noted that this Agreement is subject to General Data Protection Regulation.
The Customer and Provider shall complete the AMMP Technologies Data Processing
Addendum which shall form part of this Agreement.

4.15. Customer will not submit to the Services (or use the Services to collect) any
Sensitive Data, as defined in Article 10. Customer also acknowledge that Provider is not
acting as Customer’s Business Associate or subcontractor (assuchtermsare defined and

usedin
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5.

HIPAA). The Services are neither HIPAA nor PCI DSS compliant. Notwithstanding any
other provision to the contrary, Provider has no liability under these Terms for

Sensitive Data.

PAYMENT OF FEES

5.1. Customer will pay Provider the then applicable fees described in the Order Form for
the Services and Implementation Services in accordance with the terms therein (the
“Fees”).

5.2. If Customer’s use of the Services exceeds the Service Capacity set forth on the Order
Form or otherwise requires the payment of additional fees (per the terms of this
Agreement), Customer shall be billed for such usage and Customer agrees to pay the
additional fees in the manner provided herein provided that the Customer was notified
beforehand and additional fees pre-agreed.

5.3. Provider reserves the right to change the Fees or applicable charges and to institute
new charges and Fees at the end of the Initial Service Term or then current renewal
term, upon thirty (30) days prior notice to Customer, and subject to acceptance by the

Customer.

5.4. If Customer believes that Provider has billed Customer incorrectly, Customer must
contact Provider no later than 60 days after the closing date on the first billing
statement in which the error or problem appeared, in order to receive an adjustment or

credit. Inquiriesshould bedirected to Provider’s customer support (admin@ammp.io).

5.5. Provider may choose to bill through an invoice, in which case, full payment for invoices
issued in any given month must be received by Provider no more than thirty (30) days
after the mailing date of the invoice.

5.6. Unpaid amounts are subject to a finance charge of 5% per month on any outstanding
balance, or the maximum permitted by law, whichever is lower, plus all expenses of
collection and may result in immediate termination of Service.

5.7. Customer shall be responsible for all taxes associated with Services other than
withholding taxes based on Provider’s net income.

5.8. Totheextentthatany suchtaxes or duties are payable by Provider, Customer must pay to
Provider the amount of such taxes or duties in addition to any Fees owed under these
Terms. Notwithstanding the foregoing, if Customer has obtained an exemption from
relevant taxes or duties as of the time such taxes or duties are levied or assessed,

Customer may provide Provider with such exemption information, and Provider will
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6.

5.9.

use reasonable efforts to provide Customer with invoicing documents designed to
enable Customer to obtain a refund or credit from the relevant revenue authority, if
such a refund or credit is available.

Customer will pay all fees net of any applicable withholding taxes. Customer and
Provider will work together to avoid any withholding tax if exemptions, or a reduced
treaty withholding rate, are available. If Provider qualifies for a tax exemption, or a
reduced treaty withholding rate, Provider will provide Customer with reasonable
documentary proof. Customer will provide Provider reasonable evidence that

Customer has paid the relevant authority for the sum withheld or deducted.

5.10. If Customerislocatedin Nigeria, the Customeris required toremit correct VAT to FIRS at

the latest by the 21st day of the month following any payments made to AMMP and
referencing AMMP’s Tax ID number 21312107-0001 in the reference field when
making the payment to FIRS. Customer is required to provide proof of VAT payment i.e.
Bank Transfer Telex Copy to AMMP.

TERM AND TERMINATION

6.1.

6.2.

6.3.

6.4.

6.5.

Subject to earlier termination as provided below, this Agreement is for the Initial
Service Term as specified in the Order Form, and shall be automatically renewed for
additional periods of the same duration as the Initial Service Term, unless either party
requeststermination atleast thirty (30) days prior to the end of the then-current term, or
as otherwise agreed.

Upon request by the Customer, Provider will make available an export of the Customer
Dataatanytimeduringtheterm of this Agreementor upon termination. The provision of
such an export is subject to payment by the Customer of reasonable expenses incurred
by the Provider for its preparation.

In addition to any other remedies it may have, either party may also terminate this
Agreement upon thirty (30) days’ notice (or without notice in the case of non-payment), if
the other party materially breaches any of the terms or conditions of this Agreement.
Customer will pay in full for the Services up to and including the last day on which the
Services are provided.

Notwithstanding the reason for termination of this Agreement, the Provider shall be
obligated to delete all Customer Data (including non-anonymized Personal Data) within
60 (sixty) days of termination (“Deletion Data”). The Provider shall provide written
certification on or about Deletion Date.

All sections of this Agreement which by their nature should survive termination will
survive termination, including, without limitation, accrued rights to payment,

confidentiality obligations, warranty disclaimers, and limitations of liability.



WARRANTIES AND DISCLAIMER
7.1. Each Party represents and warrants that it has the legal power and authority to enter

into these Terms.

7.2. Provider warrants that they shall use reasonable efforts consistent with prevailing
industry standards to maintain the Services in a manner which minimizes errors and
interruptions in the Services, and shall perform the Implementation Services to a high
standard, in accordance with applicable requirements outlined on the Order Form. (the
“Performance Warranty”)

7.3. The Provider will make its best efforts to ensure the availability of the Service 24 hours
per day and 7 days per week, except:

7.3.1. Scheduled interruptions of the Service by the Provider for maintenance
purposes or for enhancement of functionalities or performance. Provider will
implement the enhancements during off hours. Provider will endeavour to inform
the Client, provided that the Client will inform the Third-Party Users, of these
interruptions with at least 24h advance notice. Provider will make certain that the
data of the Client and of the Third- Party Users, which correspond to the period of
the interruption, are accessible thereafter.

7.3.2. Interruptions of the Service not scheduled by Provider and due to a failure of the
AMMP OS platform: Provider will endeavor to restore the Service as soon as
possible and will communicate if necessary to the Client by any appropriate means
the procedures for returning the Service to normal operation. Provider will
indemnify the Client on a pro rata basis for the value of the Service rendered
unavailable.

7.3.3. Interruptions of the Service not scheduled by Provider and due to
telecommunication network unavailability, Product failures, or in case of Force
Majeure Event: Provider will make every effort to restore the Service as soon as
possible, in particular by providing assistance to Customer in order to remedy the
Product malfunction and to replace it if necessary. The foregoing shall not
constitute grounds for the Customer to terminate the Agreement.

7.3.4. The provider guarantees a minimum annual availability of 99.5% of the Service.
Only unavailability due to the type of interruptions described in 7.3.1 and 7.3.2
above are taken into account. Interruptions described in 7.3.3 are excluded from
availability calculations

7.4. Provider shall employ commercially reasonable efforts to maintain and manage
backups of Customer Data, ensuring that such backups are conducted at least every 24
hours and retained for a minimum of 14 days. This backup protocol is intended to

support the availability and recovery of Customer Data in the event of data loss or

7
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7.5.

7.6.

7.7.

7.8.

system failures. While Provider strives to adhere to this backup schedule, it is expressly
understood that Provider's obligations in this regard are subject to reasonable
modifications and adjustments as determined by Provider's operational practices.
Provider does not warrant that any specific backup frequency or retention period will
be maintained, except as set forth herein. Customer acknowledges that while Provider
will use reasonable efforts to ensure the integrity and availability of backups, Provider
shall not be liable for any data loss or recovery issues arising from the backup process,
except where such issues result from Provider's negligence or breach of this provision.
The Provider maintains 1SO27001 certification for cyber security and information
managementpractices.

Provider warrants that the software, hardware and other systems that they useinorder to
provide the Services do not infringe the intellectual property rights of any third party
(whether such rights exist as registered or unregistered copyrights, trademarks,
designs or otherwise).

Provider warrants, for Customer’s benefit only, that Provider shall use commercially
reasonable efforts to prevent introduction of viruses, Trojan horses or similar harmful
materials into the Services. Provider will not be responsible for harmful materials
submitted by Customer or End Users.

Provider will use commercially reasonable efforts, at no charge to Customer, to correct
reported non-conformities with the Performance Warranty. If Provider determines
corrections to be impracticable, either Party may terminate the applicable Service
Term. In this case, Customer will receive a refund of any fees Customer has pre-paid for use
of the Services for the terminated portion of the applicable Service Term. The
Performance Warranty will not apply: (i) unless Customer makes a claim within thirty
(30) days of the date on which Customer first noticed the non-conformity, (ii) if the non-
conformity was caused by misuse, unauthorized modifications or third-party products,
software, services or equipment or (iii) to No-Charge Products. Provider’s sole liability,
and Customer’s sole and exclusive remedy, for any breach of the Performance
Warranty are set forth in this Article 7.

WARRANTY DISCLAIMER. EXCEPT AS EXPRESSLY PROVIDED IN THIS ARTICLE
7, ALL SERVICES, SUPPORT AND ADDITIONAL SERVICES ARE PROVIDED “AS
IS,” AND PROVIDER AND PROVIDER’S SUPPLIERS EXPRESSLY DISCLAIM ANY
AND ALL WARRANTIES AND REPRESENTATIONS OF ANY KIND, INCLUDING
ANY WARRANTY OF NON-INFRINGEMENT, TITLE, FITNESS FOR A
PARTICULAR PURPOSE, FUNCTIONALITY OR MERCHANTABILITY, WHETHER
EXPRESS, IMPLIED OR STATUTORY. WITHOUT LIMITING PROVIDER’S

12

olil®* AMMP



EXPRESS OBLIGATIONS IN THESE TERMS, PROVIDER DOES NOT WARRANT
THAT CUSTOMER’S USE OF THE SERVICES WILL BE UNINTERRUPTED OR ERROR-
FREE, THAT PROVIDER WILL REVIEW CUSTOMER'’'S DATA FOR ACCURACY OR
THAT PROVIDER WILL PRESERVE OR MAINTAIN CUSTOMER’'S DATA
WITHOUT LOSS. CUSTOMER UNDERSTANDS THAT CUSTOMER'’S USE OF THE
SERVICES NECESSARILY INVOLVES TRANSMISSION OF CUSTOMER DATA
OVER NETWORKS THAT PROVIDER DOES NOT OWN, OPERATE OR
CONTROL, AND PROVIDER IS NOT RESPONSIBLE FOR ANY CUSTOMER DATA
LOST, ALTERED, INTERCEPTED OR STORED ACROSS SUCH NETWORKS.
PROVIDER CANNOT GUARANTEE THAT PROVIDER’'SSECURITY PROCEDURES
WILL BE ERROR-FREE, THAT TRANSMISSIONS OF CUSTOMER’S DATA WILL
ALWAYS BE SECURE OR THAT UNAUTHORIZED THIRD PARTIES WILL NEVER
BE ABLE TO DEFEAT PROVIDER’S SECURITY MEASURES OR THOSE OF THIRD
PARTY SERVICE PROVIDERS. PROVIDER WILL NOT BE LIABLE FOR DELAYS,
INTERRUPTIONS, SERVICE FAILURESOROTHER PROBLEMS INHERENT IN USE
OF THE INTERNET AND ELECTRONIC COMMUNICATIONS OR OTHER
SYSTEMS OUTSIDE PROVIDER'S REASONABLE CONTROL. CUSTOMER MAY
HAVE OTHER STATUTORY RIGHTS, BUT THE DURATION OF STATUTORILY
REQUIRED WARRANTIES, IF ANY, WILL BE LIMITED TO THE SHORTEST
PERIOD PERMITTED BY LAW. IN THE EVENT WHERE A SECURITY INCIDENT
OR BREACH HAS OCCURRED, THE PROVIDER WARRANTS TO NOTIFY
CUSTOMERWITHIN 72 HOURS OF DISCOVERING A SECURITY INCIDENT. THE
PROVIDER SHALL PROVIDE DETAILS OF THE BREACH, AFFECTED DATA, AND
REMEDIAL ACTIONS FOLLOWED.

8. LIMITATION OF LIABILITY

8.1. EXCEPT FOR EXCLUDED CLAIMS (AS DEFINED BELOW), NEITHER PARTY (NORITS
SUPPLIERS)WILLHAVEANY LIABILITYARISINGOUTOF ORRELATED TO THESE
TERMS FOR ANY LOSS OF USE, LOST OR INACCURATE DATA, LOST PROFITS,
FAILURE OF SECURITY MECHANISMS, INTERRUPTION OF BUSINESS, COSTS
OF DELAY, OR ANY INDIRECT, SPECIAL, INCIDENTAL, RELIANCE OR
CONSEQUENTIAL DAMAGES OF ANY KIND, EVEN IF INFORMED OF THE
POSSIBILITY OF SUCH DAMAGES IN ADVANCE.

8.2. EXCEPT FOR EXCLUDED CLAIMS, EACH PARTY'S AND ITS SUPPLIERS’
AGGREGATE LIABILITY TO THE OTHER ARISING OUT OF OR RELATED TO
THESETERMSWILLNOT EXCEED THE AMOUNT ACTUALLY PAID OR PAYABLE

13
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BY CUSTOMER TO PROVIDER UNDER THESE TERMS IN THE TWELVE (12)
MONTHS IMMEDIATELY PRECEDING THE CLAIM.

8.3. “Excluded Claims” means (1) amounts owed by Customer under any Orders, (2) either
party’s express indemnification obligations in these Terms and Provider’s obligations
relating to confidentiality of the Customer’s Data, (3) breach of Provider’s warranties,

and obligations herein and (4) Customer’s breach of Article 2.1 (Restrictions)

MISCELLANEQOUS

9.1. This Agreementisthe complete and exclusive statement of the mutual understanding of
the Parties and supersedes and cancels all previous written and oral agreements,
communications and other understandings relating to the subject matter of this
Agreement, and that all waivers and modifications must be in a writing signed by both
Parties, except as otherwise provided herein.

9.2. If any provision of this Agreement is found to be unenforceable or invalid, that provision
will be limited or eliminated to the minimum extent necessary so that this Agreement
will otherwise remain in full force and effect and enforceable.

9.3. Customer may not assign or transfer these Terms without Provider’s prior written
consent. As an exception to the foregoing, Customer may assign these Terms in their
entirety (including all Orders) to Customer’s subsidiaries or successors resulting froma
merger, acquisition, or sale of all or substantially all of Customer’s assets or voting
securities, provided that Customer provides Provider with prompt written notice of the
assignment and the assignee agrees in writing to assume all of Customer’s obligations
under these Terms. Any attempt by Customer to transfer or assign these Terms except as
expressly authorized above will be null and void. Provider may not assign its rights and
obligations under these Terms (in whole or in part) without Customer’s consent. As an
exception to the foregoing, Provider may assign these Terms in their entirety (including
all Orders) to Provider’s subsidiaries or successors resulting from a merger, acquisition,
or sale of all or substantially all of Provider’s assets or voting securities, provided that
Provider provides Customer with prompt written notice of the assignment and the
assignee agrees in writing to assume all of Provider’s obligations under these Terms.
Provider may also permit its Affiliates, agents and contractors to exercise Provider’s
rights or perform Provider’s obligations under these Terms, in which case Provider will
remain responsible for their compliance with these Terms. Subject to the foregoing,
these Terms will inure to the Parties’ permitted successors and assigns.

9.4. No agency, partnership, joint venture, or employment is created as a result of this

Agreement and Customer does not have any authority of any kind to bind Provider in
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any respect whatsoever.

9.5. In any action or proceeding to enforce rights under this Agreement, the prevailing party
will be entitled to recover costs and attorneys’ fees.

9.6. All notices under this Agreement will be in writing and will be deemed to have been duly
givenwhen received, if personally delivered; when receipt is electronically confirmed, if
transmitted by facsimile or e-mail; the day after it is sent, if sent for next day delivery by
recognized overnight delivery service; and upon receipt, if sent by certified or
registered mail, return receipt requested.

9.7. This Agreement shall be governed by the laws of the Netherlands without regard to its
conflict of laws provisions.

9.8. Provider may identify Customer as an AMMP Technologies customer in Provider’s
promotional materials. Provider will promptly stop doing so upon Customer’s request

sent toadmin@ammp.io.

9.9. Any dispute at any time between the Parties or any failure by them to reach agreement
in regard to any matter arising out of or in connection with this Agreement or its
interpretation or effect, or arising in any way out of the termination or failure of any of
them, may be submitted to arbitration pursuant to the applicable Netherlands
arbitration laws. Each Party shall bear its own costs and the costs of arbitration shall be
borne equally by the Parties, unless the arbitrator decides otherwise.

9.10. Notwithstanding the aforesaid, any Party shall be entitled to approach any
competent court having jurisdiction for urgent relief on an interim basis, pending the
finalisation of the resolution of the dispute.

10. DEFINITIONS
Certaincapitalized terms are definedin this Section 10, and others are defined contextuallyin these
Terms.

“Agreement”:the Quotationand/or Order (asapplicable),thetermsinthisdocumentand any Annexes.

“Customer”: alegal- or governmental entity that concludes an Agreement with Providerin order

to use the Services.

“Customer Data”:alldata,worksandmaterials: uploadedtoorstoredonthe Servicesbythe Customer;
transmitted by the Services at the instigation of the Customer; supplied by the Customer to the
Provider for uploading to, transmission by or storage on the Services; or generated by the Services

asaresult of theuse of the Services by the Customer;

“Documentation”: thedocumentationforthe Services produced by the Provider and delivered or

made available by the Provider to the Customer.

“Effective Date”:thedate of executionof this Agreement.
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“Force Majeure Event”: anevent, or aseries of related events, thatis outside the reasonable control
of the party affected (including, but not limited to, failures of the internet or any public
telecommunications network, hacker attacks, denial of service attacks, virus or other malicious
software attacks or infections, power failures, industrial disputes affecting any third party,

changestothelaw, disasters, explosions, fires, floods, riots, terrorist attacks and wars).

“Implementation Services”: steps taken by Provider to adapt, customize, augment, or otherwise put
inplace Serviceswiththeobjective of providing functionality assought by and agreed with

Customer.

“Intellectual Property Rights”: all intellectual property rights wherever in the world, whether

registrable or unregistrable, registered or unregistered, including any application or right of

applicationforsuchrights(including copyright and relatedrights, database rights, confidential
information, trade secrets, know-how, business names, trade names, trademarks, service marks,
passingoffrights,unfaircompetitionrights, patents, petty patents,utility models,semi- conductor

topography rights and rights in designs).

“SupportHours”: Weekdaysfrom09:00 - 17:00 CET/CEST, withthe exclusionof Public Holidays

in the Netherlands, unless specified otherwise in a Service Level Agreement.

“Order”:adocument toaccompany these Terms containingacommercial agreement for provision

of Services and, if applicable, deviating terms.
“Parties”: Customer and Provider.
“Personal Data”: as defined in GDPR Article 4(1) for the EU/Netherlands.t.

“Policies”: Provider’s Acceptable Use Policy, Privacy Policy, SupportPolicy,and (unless

specified) any other policies or terms referenced in these Terms.

“Quotation”:adocumenttoaccompanythese Termscontainingadetailed descriptionand pricing

of the Service and, if applicable, deviating terms.
“SaaS”: Software as a Service.

“Service(s)”:any servicesthatthe Provider provides to the Customer,orhasanobligationto provide to

the Customer under this Agreement.

“SensitiveData”:any (i) categoriesofdataenumeratedin EuropeanUnionRegulation 2016/679,
Article 9(1) or any successor legislation; (ii) patient, medical or other protected healthinformation
regulated by HIPAA,; (iii) credit, debit or other payment card datasubject to PCI DSS; (iv) other
information subject to regulation or protection under specific laws such as the Gramm-Leach-

Bliley Act (or related rules or regulations); (v) social security numbers, driver’s license numbers or
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other government ID numbers; or (vi) any data similar to the foregoing that is protected under

foreign or domestic laws or regulations.

“Service Term”: Customer’s permitted subscription periodfor Services,assetforthinthe applicable
Order.

“Terms”:the present Terms of Service.
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